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China has been quick to use its rising economic strength to punish countries that defy it. That capacity for coercion will only grow as China masters new technologies and puts itself and its companies at the heart of the increasingly interconnected digital world. Tokyo, Washington, and like-minded governments are trying to blunt China’s ability to bend them to its will. A strategy of “collective resilience” can be an effective counter to this mounting pressure. Using this approach, those governments will work collaboratively to reorganize sectors of their economic relationship with China, to deflect these attempts at coercion and limit their impact.

The return of major power competition has intensified focus on economic linkages and ways in which they can be exploited by adversaries or used to undermine national competitiveness. Beijing has not hesitated to use that interdependence in an effort to dictate policies and veto sovereign decision-making. China has punished South Korea for Seoul’s decision to deploy the THAAD missile defense system; it called for a boycott of Australian goods and tourist sites after Canberra endorsed an investigation of the origins of the Covid-19 outbreak; it threatened European governments if they exclude Huawei from their 5G networks; it is menacing Canada over Ottawa’s refusal to free Huawei executive Meng Wanzhou, detained in Vancouver for extradition to the US, and this is only a partial list of such efforts. Growing technological prowess will give Beijing a range of new coercive tools that can be weaponized via global 5G telecommunication networks, data collected by Chinese-owned apps, smart-city infrastructures, and Chinese mobile payment platforms.

Collective resilience offers a framework to address these problems.

Recent events have exposed how a determined competitor like China can weaponize interdependence. The Covid-19 outbreak has highlighted this challenge and forced us to acknowledge the potency of long threatened, but never imminent, dangers. The pandemic has also exposed the vulnerability of global supply chains and previously unquestioned business practices that outsourced the production of critical goods.
idea of decoupling has seized the popular imagination as the scale of Chinese intellectual property theft has become evident and the West’s dependence on Chinese links in global supply chains has been revealed. Yet decoupling has become a catch-all term, that, without refinement, makes no political or economic sense.

Contrary to the assertions of economic nationalists, decoupling is not possible, nor should it guide our strategic direction. It is impossible for, say, Japan to fully disentangle itself from a neighboring country that is the second largest economy in the world and the source of 30% of its tourists. China accounts for 24% of Japanese trade (the US is just 15%) and Japan invested a total of $101 billion between 1995 and 2017 in that country. As a senior Japanese business executive working in Beijing explained recently in the Nikkei, “China has quickly rebounded from the coronavirus and is driving sales. We cannot talk about a growth strategy without China.”

The collective concern of Japan, the United States, their partners and allies is not the fact that our economies are interconnected, but rather the specific ways in which they are integrated and the leverage that affords China. We should encourage integration and a division of labor that allows advanced economies to specialize in higher value-added activities that maximize wealth and productivity. (But, as we note below, this does not mean abandoning the individuals who work in older industries; they must be equipped with skills to transition as the economy evolves.)

Second, collective resilience recognizes that individual countries are not equipped to blunt Chinese nonmilitary coercion alone and a coordinated approach is essential. Resilience demands cooperation and collective action among the like-minded. No country can internalize the entire supply chain for all critical products and needs. Nor should it have to. The greatest asset that the West has in its competition with China (and other governments) are its alliances and partnerships. Collective resilience also acknowledges that while not all countries will be prepared to join a military coalition against China or take a strong position on human rights, a large coalition of nations are eager to work together to resist economic and digital coercion.

Third, collective resilience demands a whole of society approach. This requires public-private cooperation. China has been integral to the success of many global companies. Those boardrooms must adjust thinking about how they interact with Chinese authorities and China’s role in their future. Government leadership, changes in domestic laws, and a renewed sense of corporate responsibility can help bring about that new outlook and ensure that collective resilience succeeds. Governments must do more to alert them to the risks of a failure to make that adjustment.

This strategy would be implemented simultaneously across two lines of effort. The first is a “defensive” approach that seeks to negate China’s growing capacity for nonmilitary coercion, its Civil-Military Fusion strategy, and Beijing’s efforts to manipulate the decisions of public corporations from Japan, the US, and like-minded countries. This requires the free and open world to 1) restrict China’s access to sensitive technologies through updated export and investment controls; 2) block and prevent the spread of Chinese telecommunication equipment and apps (especially social media) that collect large amounts of data that can be used for malicious ends; 3) use a scalpel to restrict visas for students and individuals tied to the government and military who are working in sensitive technology fields; and 4) aggressively promote the setting of international standards to ensure both privacy protections and data flows. These actions can only succeed if they are genuinely multilateral. Controls will not work if only one country applies them; companies from other countries will fill the void. New institutions to coordinate multilateral defensive actions should be considered.

The second line of effort is an “offensive” approach that invests in competitive advantages in key areas. This includes governments taking a larger role in directing competitive investments in research and development along with other means to promote innovation and technological advantage, such as talent development, and using diplomacy to build international coalitions to promote global norms and
standards. Recent bipartisan efforts in the United States to invest in affordable 5G solutions, diversify advanced semiconductor manufacturing, and reorganize and bolster funding for the National Science Foundation are examples of this thinking. Also vital is concern for and investment in individuals who do not labor in frontier technologies. They will continue to be hurt by the erosion of their country’s competitiveness in industries in which they work.

For all their differences, Japan, the US, Australia, and Europe face increasingly similar security challenges. If they work together to address these questions, properly allocate burdens, better distribute roles and missions, and promote genuine partnership then they will continue to lead the world, protect peace and promote stability in Asia and elsewhere.
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